*Вредоносные программы — различное программное обеспечение (вирусы, черви, «троянские кони», шпионские программы, боты и др.), которое может нанести вред компьютеру и хранящимся на нем данным. Они также могут снижать скорость обмена данными с интернетом и даже использовать ваш компьютер для распространения своих копий на другие компьютеры, рассылать от вашего имени спам с адреса электронной почты или профиля какой-либо социальной сети.*

**Как не подцепить вирус**

1. Не открывай материал, присланный незнакомцами.
2. Не открывай сомнительный файл с вложениями, даже если ты получил его от своего знакомого. Свяжись с другом, от которого ты получил сообщение, и уточни у него, действительно ли он является автором послания
3. Не запускай и не скачивай файлы (например, музыку, фильмы, игры) из сомнительных источников.
4. Старайся не нажимать на рекламные баннеры, даже если они кажутся тебе очень заманчивыми.
5. Старайся не посещать сомнительные сайты или ресурсы.
6. Для защиты от спама:
	* Не выдавай в Интернет своего реального электронного адреса, есть риск использования твоего почтового ящика в качестве рассылки спама.
	* Старайся чаще менять пароли к электронной почте, к страничке в социальной сети и др.
7. Заведи себе два адреса — частный, для переписки (приватный и малоизвестный, который ты никогда не публикуешь в общедоступных источниках), и публичный — для публичной деятельности (форумов, чатов и так далее).
8. Если ты не пользуешься компьютером, старайся отключать его от соединения с Интернетом.

**Борьба с вирусами**

1. Не сохраняй на своем компьютере неизвестные файлы. Подозрительные сообщения лучше немедленно удалять:
	* удали сообщение из папки Входящие;
	* удали сообщение из папки Удаленные (Корзина);
	* выполни над папками операцию "Сжать" (Файл/Папка/Сжать все папки).

***Если твой компьютер заражен:***

1. Отключи компьютер от интернета и локальной сети.
2. Не пытайся самостоятельно решить проблему, не жми на все кнопки подряд, посоветуйся со взрослым.
3. Или если необходимо, обратись за помощью в службу технической поддержки производителя установленного на твоем компьютере антивирусного ПО.

***Если ты уверенный пользователь компьютера:***

1. Загрузи компьютер в безопасном режиме (включи компьютер, нажми и, удерживая клавишу F8, выбери Безопасный режим (Safe Mode) в открывшемся меню).
2. Проведи полную антивирусную проверку компьютера.
3. Если в результате проверки обнаружен вирус, червь или троянская программа, следуйте указаниям производителя антивирусного ПО. Хорошие антивирусы предлагают лечение зараженных объектов, помещение подозрительных объектов в карантин и удаление троянских программ и червей.