Avast Home

Antivir Personal

Security Essential

Антивирус Касперского

DrWeb

Norton Antivirus

McAfee

NOD32

Бесплатные

Коммерческие

Антивирусные программы

Виды антивирусных программ

Программы – детекторы

Программы – доктора

Программы – ревизоры

Программы – фильтры

Программы – иммунизаторы

Антивирусные программы

Программное обеспечение

Понятия

Троянские программы

Загрузчики

Прокси-сервера

DOS-атаки

Шпионы

Воровство паролей

Backdoor

По среде обитания

Сетевые вирусы

Р2Р-черви

IRC-черви, IM-черви

Сетевые черви

Почтовые черви

Скриптовые вирусы

Макровирусы

Полиморфные

Загрузочные

Файловые

Очень опасные

Опасные

Неопасные

Безвредные

Способы заражения компьютерными вирусами

* разрешить установить активное содержимое на *Web-*странице.
* открыть *Web*-страницу с вирусом
* открыть сообщение e-mail с вирусом
* открыть зараженный документ с макросами (*Word*или *Excel*)
* при автозапуске CD(DVD)-диска или флэш-диска
* загрузить компьютер с зараженной дискеты или диска
* запустить зараженный файл

Понятия

* Компьютерный вирус
* вирус

Классификация

* рассылка сообщений *e-mail* без ведома автора
* уменьшение объема оперативной памяти
* появление новых файлов
* изменение длины файлов
* неправильная работа ОС или прикладных программ
* перезагрузка или зависание компьютера
* замедление работы компьютера

Признаки заражения компьютера

Вредные действия компьютерных вирусов

* массовые атаки на сайты Интернет
* шпионаж – передача секретных данных
* уничтожение информации
* разрушение файловой системы
* перезагрузка компьютера
* имитация сбоев ОС и аппаратуры
* звуковые и зрительные эффекты

По масштабу вредных воздействий